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Executive Summary 

This deliverable provides the IN-PREP Data Management Plan, which details which data will be 
generated during research and deployment/piloting activities; what will be the metadata and how 
this will be created and processed, standards and quality assurance measures related to handling 
of IN-PREP data generated; plans for sharing data; copyright and IPR of data; data storage in a 
secure and privacy-safeguarding way and back-up measures; data management roles and 
responsibilities.  

Moreover, it will include the list of deliverables that may contain legal, ethical or security issues so 
that prior to publishing the deliverables content, the explicit consent of the IN-PREP Legal, Ethical 
and Security Issues Manager (TRI) is given in parallel to the Security Scrutiny/Advisory Board (SAB) 
activation and engagement with respect to screening relevant content (and in applicable cases 
that Project Officer clearance is provided). 

As IN-PREP has opted in for the Open Research Data Pilot, FAIR (Findable Accessible Interoperable 
Reusable) data policies underpin the usage of data during the course of the project and beyond. 
Such policies are applied in IN-PREP taking into account the nature of the Action which belongs to 
the security domain and provides tools and methodologies for the Civil Protection organisation. At 
the same time IPR of data are also taken into account.  

The deliverable also provides governance arrangements on how to carry out the data management 
plan in practice. The deliverable is considered a living document that will be updated over the 
course of the project; in particular prior to the mid-term and the final reviews or on-demand, when 
changes in policies by the EU Commission or the consortium synthesis have occurred or when a 
new innovation potential (e.g. patent) has been identified. 

 

 


